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TRO OG LOVE ERKLÆRING
(Sworn statement)


Signed customer
	Name
	

	personification number (CPR)
	


I wish to be contacted regarding the case in the following manner: (X at choice)
	
	Mail:  
	

	
	Mobile:
	

	Available time slots
	From:
	Till:


I hereby declare my sworn statement that the amount below is withdrawn from my account in Nordea and transferred to a 3rd party individual or entity
	Date


	Amount
	From Reg / Account 
	To Reg / Account

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


	Other relevant information about the transaction as adequate as possible:

	 

When did you acknowledge the withdrawal?

	Police: 

	Have you reported the case to the police?
	YES 
	NO

	If YES - which police department and journal number:  

 

	IF NO, make a Report and send a copy of your police report receipt.

Send copy to: misbrug@nordea.dk
IMPORTANT: Write your full name in the subject line in the mail.

	Online bank:

	Do you use online banking (Netbank)? 
	YES
	NO

	When was the last time you logged into your online bank before the misuse happened?

Date: 

	What were you doing? (the last time you used online bank)


	Which internet provider do you use at home? 



	Which computer do you use?(Brand)  

	Mobile Bank: 

	Do you use Mobile bank app?
	YES 
	NO

	When was the last time you logged into your Mobile bank app before the misuse happened?

Date: 

	What were you doing? (the last time you used Mobile bank)



	Which phone do you use? (Brand) 



	Which mobile company do you use? 
  


	MitID: 

	Do you use MitID key App
	YES
	NO

	Have you written your codes for MitID anywhere?
	YES
	NO

	If YES, where?


	Do other individuals have knowledge of your MitID information?
	YES
	NO

	If YES, who?


	Have you at any time been asked to reveal your Mitid Username and Password to a person you did not know?
	YES
	NO

	If YES, who?

	Phishing/Vishing: 

	Have you received a mail or SMS, where you have been asked to take a picture of QR-code from MITID?
	YES
	NO

	If YES, are you still in possession of the mail or SMS?
(Copy of the mail must be sent to Phishing@nordea.dk)
(Copy of SMS must be sent to 1233, with the text “MAL” 

In the start of the SMS.)
	YES
	NO

	Have you received a phone call, whereby you were asked to reveal your NemID Username, NemID Password and codes from your NemID key card? 
	YES
	NO

	If YES – which phone number was the call from?

Date and time of phone call: 


	Course of events:

	 Give a detailed description of the course of events:

 

 

 

 

 

 

 

 

 

  




Cross out one of the following 3 scenarios:

I have personally not caused, typed, accepted or commanded other individuals to make the transaction, and neither with my online bank, mobile bank app or via a phone call to Nordea.

I have personally caused the transactions above with the intention of investing the funds

I have personally caused the transactions above with reason of 3. Party individuals false information, about the cause of the transactions 
I am made aware that there can only be a final conclusion of who is responsible for the optionally loss once the case is finally concluded.
 
If the police is investigating the case I am aware that Nordea may give the police information related to the case.

 

I hereby declare that the mentioned information is correct.    
 
 

	Date:
	Account Owners Handwritten Signature: 

	 
	 

 

 


Be aware:
The completed and signed “Sworn Statement” is to be sent in the netbank or is to be delivered in a Nordea branch, whom is responsible to forward the document to the Nordea department of Fraud cases  
Received date at Nordea Branch





Branch to fill out:
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